
CESA 5 will review your existing cyber
incident response plan to ensure it meets
your district’s priorities during a cyber
incident. 

Our plan review process focuses on the
Preparation, Detection/Analysis,
Containment/Eradication/Recovery, and
Post-Incident phases of incident response
planning. 

You’ll receive a written report with
observations, insights, and recommendations
to help strengthen your plan.

Cyber
Incident
Response
Plan Review

Features Benefits
Provides an independent third-
party review
Utilizes a respected and
comprehensive incident
response planning framework
A written report and checklist
identifying positive or required
items in your plan and feedback
about missing elements to
consider to improve it

Identify your plan's weaknesses
and strengths
Increases the chance of a
quicker and more effective
response
Increases the chance of
reducing recovery times and
costs
Review the alignment of your
plan with district priorities
during a cyber incident

TO REQUEST MORE INFORMATION, GO TO:  CYBER.CESA5.ORG
 OR CONTACT   -   COREY KOLTZ   -   (608) 745-5470   ~  KOLTZC@CESA5.ORG


